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SUBJECT: INFORMATION SECURITY BREACH AND NOTIFICATION 

The District values the protection of private information of individuals in accordance with 
applicable law and regulations. The District is required to notify affected individuals when there has 
been or is reasonably believed to have been a compromise of the individual's private information in 
compliance with the Information Security Breach and Notification Act and Board policy. 

a) **"Personal information" means any information concerning a person which, because of name,
number, symbol, mark, or other identifier, can be used to identify that person.

ab) "Private information" means either:  

1. **pPersonal information consisting of any information in combination with any one or more
of the following data elements, when either the data element or the combination of personal
information orplus the data element is not encrypted or encrypted with an encryption key
that has also been accessed or acquired:

1.(a) Social security number;

2.(b) Driver's license number or non-driver identification card number; or

3.(c) Account number, credit or debit card number, in combination with any required
security code, access code, or password, or other information which would permit 
access to an individual's financial account.; 

(d) Account number, or credit or debit card number, if circumstances exist where the
number could be used to access an individual's financial account without additional
identifying information, security code, access code, or password; or

(e) Biometric information, meaning data generated by electronic measurements of an
individual's unique physical characteristics, such as fingerprint, voice print, retina or
iris image, or other unique physical representation or digital representation which are
used to authenticate or ascertain the individual's identity;

2. A username or email address in combination with a password or security question and answer
that would permit access to an online account.

"Private information" does not include publicly available information that is lawfully made 
available to the general public from federal, state, or local government records. 

**"Personal information" means any information concerning a person which, because of name, 
number, symbol, mark or other identifier, can be used to identify that person. 
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bc) "Breach of the security of the system" means unauthorized acquisition or acquisition without valid 

authorization of computerized data which compromises the security, confidentiality, or integrity 
of personal information maintained by the District. Good faith acquisition of personal information 
by an employee or agent of the District for the purposes of the District is not a breach of the 
security of the system, provided that private information is not used or subject to unauthorized 
disclosure. 

 
Determining if a Breach Has Occurred 
 
 In determining whether information has been acquired, or is reasonably believed to have been 
acquired, by an unauthorized person or person without valid authorization, the District may consider the 
following factors, among others: 
 

a) Indications that the information is in the physical possession or control of an unauthorized 
person, such as a lost or stolen computer or other device containing information;  

 
b) Indications that the information has been downloaded or copied;  

 
c) Indications that the information was used by an unauthorized person, such as fraudulent 

accounts opened or instances of identity theft reported; or 
 

d) System failures. 
 
Notification Requirements 
 
a) For any computerized data owned or licensed by the District that includes private information, the 

District will disclose any breach of the security of the system following discovery or notification 
of the breach to any New York State resident whose private information was, or is reasonably 
believed to have been, accessed or acquired by a person without valid authorization. The disclosure 
to affected individuals will be made in the most expedient time possible and without unreasonable 
delay, consistent with the legitimate needs of law enforcement, or any measures necessary to 
determine the scope of the breach and restore the reasonable integrity of the data system. The 
District will consult with the New York State Office of Information Technology Services to 
determine the scope of the breach and restoration measures. Within 90 days of the notice of the 
breach, the New York State Office of Information Technology Services will deliver a report to the 
District on the scope of the breach and recommendations to restore and improve the security of 
the system. 
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b) Notice to affected persons under State Technology Law is not required if the exposure of private 

information was an inadvertent disclosure by persons authorized to access private information, 
and the District reasonably determines the exposure will not likely result in the misuse of the 
information, or financial or emotional harm to the affected persons. This determination must be 
documented in writing and maintained for at least five years. If the incident affected over 500 New 
York State residents, the District will provide the written determination to the New York State 
Attorney General within ten days after the determination. 

 
c) If notice of the breach of the security of the system is made to affected persons pursuant to the 

breach notification requirements under certain laws and regulations, the District is not required to 
provide additional notice to those affected persons under State Technology Law. However, the 
District will still provide notice to the New York State Attorney General, the New York State 
Department of State, the New York State Office of Information Technology Services, and to 
consumer reporting agencies. 

 
db) For any computerized data maintained by the District that includes private information which the 

District does not own, the District will notify the owner or licensee of the information of any 
breach of the security of the system immediately following discovery, if the private information 
was, or is reasonably believed to have been, accessed or acquired by a person without valid 
authorization. 

 
 The notification requirement may be delayed if a law enforcement agency determines that the 
notification impedes a criminal investigation. The required notification will be made after the law 
enforcement agency determines that the notification does not compromise the investigation. 
 

If the District is required to provide notification of a breach, including breach of information that 
is not private information, to the United States Secretary of Health and Human Services pursuant to the 
Health Insurance Portability and Accountability Act of 1996 or the Health Information Technology for 
Economic and Clinical Health Act, it will provide notification to the New York State Attorney General 
within five business days of notifying the United States Secretary of Health and Human Services. 
 
Methods of Notification 
 
 The required notice will be directly provided to the affected persons by one of the following 
methods: 
 

a) Written notice; 
 

b) Electronic notice, provided that the person to whom notice is required has expressly 
consented to receiving the notice in electronic form; and a log of each such notification is 
kept by the District when notifying affected persons in electronic form. However, in no case 
will the District require a person to consent to accepting suchthe notice in electronic form as 
a condition of establishing any business relationship or engaging in any transaction; 
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c) Telephone notification, provided that a log of each notification is kept by the District when 
notifying affected persons by phone; or 

 
d) Substitute notice, if the District demonstrates to the New York State Attorney General that 

the cost of providing notice would exceed $250,000, or that the affected class of subject 
persons to be notified exceeds 500,000, or that the District does not have sufficient contact 
information. Substitute notice will consist of all of the following: 

 
1. Email notice when the District has an email address for the subject persons;  

 
2. Conspicuous posting of the notice on the District's website page, if the District 

maintains one; and 
 

3. Notification to major statewide media. 
 
 Regardless of the method by which notice is provided, the notice will include: 
 

a) Ccontact information for the notifying District;  
 
b) The telephone numbers and websites of the relevant state and federal agencies that provide 

information regarding security breach response and identity theft prevention and protection 
information; and 

 
c) Aa description of the categories of information that were, or are reasonably believed to have 

been, accessed or acquired by a person without valid authorization, including specification 
of which of the elements of personal information and private information were, or are 
reasonably believed to have been, soaccessed or acquired. 

 
 In the event that any New York State residents are to be notified, the District will notify the New 
York State Attorney General (AG), the New York State Department of State, and the New York State 
Office of Information Technology Services as to the timing, content, and distribution of the notices and 
approximate number of affected persons and provide a copy of the template of the notice sent to affected 
persons. This notice will be made without delaying notice to affected New York State residents. 
 
 In the event that more than 5,000 New York State residents are to be notified at one time, the 
District will also notify consumer reporting agencies, as defined in State Technology Law Section 208, 
as to the timing, content, and distribution of the notices and approximate number of affected persons. 
This notice will be made without delaying notice to affected New York State residents. 
 
 A list of consumer reporting agencies will be compiled by the AGNew York State Attorney 
General and furnished upon request to anyschool districts required to make a notification in accordance 
with State Technology Law Section 208(2), regarding notification of breach of security of the system 
for any computerized data owned or licensed by the District that includes private information. 
 
State Technology Law §§ 202 and 208 
 
Adoption Date: 01/21/2020 
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SUBJECT: SCHOOL SAFETY PLANS 
 The District considers the safety of its students and staff to be of the utmost importance and is 
keenly aware of the evolving nature of threats to schools. As such, it will address those threats 
accordingly through appropriate emergency response planning. The District-wide school safety plan and 
the building-level emergency response plan(s) will be designed to prevent or minimize the effects of 
serious violent incidents and emergencies and to facilitate the coordination of schools and the District 
with local and county resources in the event of these incidents or emergencies. These plans will be 
reviewed and updated by the appropriate team on at least an annual basis and updated as neededadopted 
by the Board by September 1 of each school year. 
 
 Specifically, tThe Board will make the District-wide school safety plan available for public 
comment at least 30 days prior to its adoption. The District-wide school safety plans may only be 
adopted by the Board after at least one public hearing that provides for the participation of school 
personnel, parents, students, and any other interested parties. The District-wide school safety plan and 
any amendments must be submitted to the Commissioner, in a manner prescribed by the Commissioner, 
within 30 days of adoption, but no later than October 1 of each school year. Additionally, the District-
wide school safety plan will designate the Superintendent or designee as the chief emergency officer 
responsible for coordinating communication between school staff and law enforcement and first 
responders, and for ensuring staff understanding of this plan. Similarly, the Superintendent will be 
responsible for ensuring the completion and yearly updating of building-level emergency response 
plans.  
 
 Building-level emergency response plan(s) and any amendments must be submitted to the 
appropriate local law enforcement agency and the state police within 30 days of adoption, but no later 
than October 1 of each school year. Building-level emergency response plan(s) will be kept confidential 
and are not subject to disclosure under the Freedom of Information Law (FOIL) or any other provision 
of law. 
 
District-Wide School Safety Plan 
 District-wide school safety plan means a comprehensive, multi-hazard school safety plan that 
covers all school buildings of the District, addresses crisis intervention, emergency response and 
management at the District level, and has the contents as prescribed in Education Law and 
Commissioner's regulations. 
 
 The District-wide school safety plan will be developed by the District-wide school safety team 
appointed by the Board. The District-wide school safety team will include, but not be limited to, 
representatives of the Board, *student, teacher, administrator, and parent organizations, school safety 
personnel, and other school personnel. *At the discretion of the Board, a student may be allowed to 
participate on the District-wide school safety team. 
 
 The District-wide school safety plan will include, but not be limited to: 
 
 a) Policies and procedures for responding to implied or direct threats of violence by students, 

teachers, other school personnel, and visitors to the school, including threats by students 
against themselves, which includes suicide; 
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b) Policies and procedures for responding to acts of violence by students, teachers, other school 
personnel, and visitors to the school, including consideration of zero-tolerance policies for 
school violence; 

 
c) Appropriate prevention and intervention strategies, such as: 

 
1. Collaborative arrangements with state and local law enforcement officials, designed to 

ensure that school safety officers and other security personnel are adequately trained, 
including being trained to de-escalate potentially violent situations, and are effectively 
and fairly recruited; 

 
2. Nonviolent conflict resolution training programs; 
 
3. Peer mediation programs and youth courts; and 
 
4. Extended day and other school safety programs; 
 

d) Policies and procedures for contacting appropriate law enforcement officials in the event of 
a violent incident; 

 
e) A description of the arrangements for obtaining assistance during emergencies from 

emergency services organizations and local governmental agencies; 
 
f) Procedures for obtaining advice and assistance from local government officials, including 

the county or city officials responsible for implementation of Executive Law Article 2-B 
State and Local Natural and Man-Made Disaster Preparedness; 

 
g) The identification of District resources which may be available for use during an emergency; 
 
h) A description of procedures to coordinate the use of District resources and manpower during 

emergencies, including identification of the officials authorized to make decisions and of the 
staff members assigned to provide assistance during emergencies; 

 
i) Policies and procedures for contacting parents, guardians, or persons in parental relation to 

District students in the event of a violent incident or an early dismissal; 
 
j) Policies and procedures for contacting parents, guardians, or persons in parental relation to 

an individual District student in the event of an implied or direct threat of violence by the 
student against themselves, which includes suicide; 

 
k) Policies and procedures relating to school building security, including, where appropriate:  

the use of school safety officers, school security officers, and/or school resource officers; 
and security devices or procedures; 
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l) Policies and procedures for the dissemination of informative materials regarding the early 

detection of potentially violent behaviors, including, but not limited to, the identification of 
family, community, and environmental factors to teachers, administrators, parents, and other 
persons in parental relation to students of the District or Board, students, and other persons 
deemed appropriate to receive the information; 

 
m) Policies and procedures for annual multi-hazard school safety training for staff and students, 

provided that the District must certify to the Commissioner that all staff have undergone 
annual training by September 15 on the building-level emergency response plan which must 
include components on violence prevention and mental health, provided further that new 
employees hired after the start of the school year will receive training within 30 days of hire 
or as part of the District's existing new hire training program, whichever is sooner; 

 
n) Procedures for the review and conduct of drills and other exercises to test components of the 

emergency response plan, including the use of tabletop exercises, in coordination with local 
and county emergency responders and preparedness officials; 

 
o) The identification of appropriate responses to emergencies, including protocols for 

responding to bomb threats, hostage-takings, intrusions, and kidnappings; 
 
p) Strategies for improving communication among students and between students and staff  and 

reporting of potentially violent incidents, such as the establishment of youth-run programs, 
peer mediation, conflict resolution, creating a forum or designating a mentor for students 
concerned with bullying or violence, and establishing anonymous reporting mechanisms for 
school violence; 

 
q) A description of the duties of hall monitors and any other school safety personnel, the training 

required of all personnel acting in a school security capacity, and the hiring and screening 
process for all personnel acting in a school security capacity; 

 
r) A system for informing all educational agencies within the District of a disaster; and 
 
s) The designation of the Superintendent /or designee, as the District Chief Emergency Officer 

whose duties will include, but not be limited to: 
 

1. Coordinating the communication between school staff, law enforcement, and other first 
responders; 

 
2. Leading the efforts of the District-wide school safety team in the completion and yearly 

update of the District-wide school safety plan and the coordination of the District-wide 
school safety plan with the building-level emergency response plan(s); 
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3. Ensuring staff understanding of the District-wide school safety plan; 
 
4. Ensuring the completion and yearly update of building-level emergency response plans 

for each school building; 
 
5. Assisting in the selection of security related technology and development of procedures 

for the use of the technology; 
 
6. Coordinating appropriate safety, security, and emergency training for District and 

school staff, including required training in the emergency response plan; 
 
7. Ensuring the conduct of required evacuation and lock-down drills in all District 

buildings as required by law; and 
 
8. Ensuring the completion and yearly update of building-level emergency response 

plan(s) by the dates designated by the Commissioner. 
 

 The plan will further address, among other items as set forth in Education Law and Commissioner's 
regulations, how the District will respond to implied or direct threats of violence by students, teachers, 
other school personnel as well as visitors to the school, including threats by students against themselves 
(e.g., suicide). 
Building-Level Emergency Response Plan 
 
 Building-level emergency response plan means a building-specific school emergency response 
plan that addresses crisis intervention, emergency response and management at the building level and 
has the contents as prescribed in Education Law and Commissioner's regulations. As part of this plan, 
the District will define the chain of command in a manner consistent with the National Incident 
Management System (NIMS)/Incident Command System (ICS). 
 
 The bBuilding-level emergency response plan(s) will be developed by the building-level 
emergency response team. The building-level emergency response team is a building-specific team 
appointed by the building principal, in accordance with regulations or guidelines prescribed by the 
Board. The building-level emergency response team will include, but not be limited to, representatives 
of teacher, administrator, and parent organizations, school safety personnel and other school personnel, 
community members, local law enforcement officials, local ambulance, fire officials, or other 
emergency response agencies, and any other representatives the Board deems appropriate.  
 
 Classroom door vision panels will not be covered except as outlined in the building-level 
emergency response plan. 
 
Training Requirement 
 
 The District will submit certification to the New York State Education Department that all District 
and school staff have received annual training on the emergency response plan, and that this training 
included components on violence prevention and mental health. New employees hired after the start of 
the school year will receive training within 30 days of hire, or as part of the District's existing new hire 
training program, whichever is sooner.  
 



Filing/Disclosure Requirements 
 
 The District will file a copy of its District-wide school safety plan and any amendments with the 
Commissioner of Education no later than 30 days after its adoption. A copy of each building-level 
emergency response plan and any amendments will be filed with the appropriate local law enforcement 
agency and with the state police within 30 days of its adoption. Building-level emergency response plans 
will be kept confidential and are not subject to disclosure under the Freedom of Information Law (FOIL) 
or any other provision of law. 
 
 
 
Homeland Security Presidential Directives - HSPD-5, HSPD-8 
Homeland Security Act of 2002, 6 USC § 101 
Education Law §§ 807, 2801-a 
Public Officers Law Article 6 
8 NYCRR § 155.17 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Adoption Date:  01/21/2020 
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SUBJECT: LEAVES OF ABSENCE 
 
 In general, leaves of absence will be administered by the Superintendent. The Board reserves the 
right to grant leaves of absence for purposes or under conditions not contemplated or considered in the 
policy statement. Where a leave of absence is falsely requested or improperly used, the Board may 
undertake appropriate disciplinary action. The purpose or conditions of a leave of absence may not be 
altered except by permission of the Superintendent, as expressed in writing.  
 
Leaves of absence, contractual, et al. 
 
a) Employees who are members of a negotiating unit: 
 

Authorization is granted to approve requests for leaves of absence submitted in accordance with 
provisions of contracts in effect between the District and each bargaining unit.  

 
b) Employees who are not members of a negotiating unit: 
 

Authorization is granted to approve requests for leaves of absence submitted by these employees 
where the requests are consistent with provisions of contracts in effect between the District and 
the bargaining unit most compatible with the employment status of the employee.  

 
c) Employees who are under contract to the District: 
 

Authorization is granted to implement provisions for leaves of absence contained in each contract. 
 
Leaves of absence, unpaid, not covered above 
 
a) Subject to limitations enumerated in this policy statement, authorization is granted for the 

following unpaid leaves of absence: 
 

1. For a period of time not to exceed one school year for approved graduate study, this leave to 
include any required internship experience.  

 
2. At the expiration of a paid sick leave of absence, this leave may be extended for a period of 

time not longer than the end of the school year after the school year in which the paid leave 
of absence began.  

 
b) Unpaid leaves of absence cannot be used to extend vacation periods, to take vacations, to engage 

in other occupations, or to provide additional personal leaves, except that the Superintendent will 
have discretion, where circumstances warrant, to approve leaves of absence for those purposes.  

 
c)  Unpaid leaves of absence will not be granted unless the services of a substitute employee, 

satisfactory in the discretion of the Superintendent, can be secured.  
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d) Except where it interferes with an employee's legal or contractual rights, the timing of unpaid 

leaves of absence will be granted at the convenience of the District. 
 
Other leaves of absence 
 

Other leaves of absence include, but are not limited to, the following: 
 
a) Emergency Service Volunteer Leave 
 

Upon presentation of a written request from the American Red Cross and with the approval 
of the Superintendent, employees certified by the American Red Cross as disaster volunteers 
will be granted leave from work with pay for up to 20 days in any calendar year to participate 
in specialized disaster relief operations. This leave will be provided without loss of seniority, 
compensation, sick leave, vacation leave, or other overtime compensation to which the 
volunteer is otherwise entitled. 

 
b) Screenings for Cancer 
 

Employees will be granted up to four hours of paid leave on an annual basis to undertake a 
screening for cancer. This leave will be excused leave and will not be charged against any 
other leave to which the employee is entitled. 

 
c) Blood Donation 
 

The District must either, at its option: 
 

1. Grant three hours of unpaid leave of absence in any 12-month period to an employee 
who seeks to donate blood off-premises. The leave may not exceed three hours unless 
agreed to by the Superintendent or designee; or 

 
2. Allow its employees without use of accumulated leave time to donate blood during 

work hours at least two times per year at a convenient time and place set by the 
Superintendent or designee, including allowing an employee to participate in a blood 
drive at the District. 

 
Leave taken by employees at a District-designated donation alternative (such as a 
District-sponsored blood drive at the workplace) must be paid leave that is provided 
without requiring the employee to use accumulated vacation, personal, sick, or other 
leave time. 
 

The District will not retaliate against an employee for requesting or obtaining a leave of 
absence under this section. Additional leaves for the purpose of blood donation under any 
other provision of law will not be prevented. 
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d) Bone Marrow Donation 
 

Employees seeking to undergo a medical procedure to donate bone marrow will be granted 
leaves to do so, the combined length of the leaves to be determined by the physician, but 
may not exceed 24 work hours unless agreed to by the Superintendent or designee. The 
District will require verification for the purpose and length of each leave requested by the 
employee for this purpose. 
 
The District will not retaliate against an employee for requesting or obtaining a leave of 
absence under this section. Additional leaves for the purpose of bone marrow donation under 
any other provision of law will not be prevented. 

 
e) Nursing Mothers (Breastfeeding/Lactation) 

 
The District will provide reasonable unpaid break time or permit the use of paid break time 
or meal time each day to allow an employee to express breast milk for her nursing child for 
up to three years following child birthchildbirth. The District will make reasonable efforts to 
provide a room or other location in close proximity to the work area where the 
employeenursing mother can express milk in privacy. The District will not discriminate 
against an employee who chooses to express breast milk in the workplace. 
 
Reasonable unpaid break time is generally no less than 20 minutes and no more than 30 
minutes dependent upon the proximity of the designated location for expressing breast milk. 
In most situations, the District is required to provide unpaid break time at least once every 
three hours if requested by the employee. At the employee's option, the District will allow 
the employee to work before or after her normal shift to make up the amount of time used 
during the unpaid break time(s) so long as the additional time requested falls within the 
District's normal work hours.  
 
The District will provide written notice to employees who are returning to work following 
the birth of a child of their right to take unpaid leave for the purpose of expressing breast 
milk. This notice may either be provided individually to affected employees or to all 
employees generally through publication of the notice in the employee handbook or posting 
of the notice in a central location.  
 
Any employee wishing to avail herself of this benefit is required to give the District advance 
notice, preferably prior to her return to work, to allow the District an opportunity to establish 
a location and schedule leave time to accommodate employees as needed.  
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f) Witnesses or Victims of Crimes Domestic Abuse 
 

Employers are required to provide employees with an unpaid leave to appear as a witness, 
consult with the district attorney, or exercise the employee's statutory rights as the victim of, 
or witness to a crime of domestic violence. A victim of domestic violence may need one or 
more of these types of leave. The District will grant an unpaid leave of absence to an 
employee, who is a victim of or a witness to a criminal offense, that is required or chooses 
to appear as a witness, consult with the district attorney, or exercise his or her rights as 
provided in the Criminal Procedure Law, the Family Court Act, and the Executive Law. 
 
To use this leave, the employee must provide notice of the need for leave at any time prior 
to the actual day of leave. Employers areThe District is permitted to ask the employeeparty 
who sought the attendance or testimony of the employee to provide verification of the 
employee's service. Employees will not be penalized or discharged for absences by reason 
of a required appearance as a witness in a criminal proceeding, or consultation with the 
district attorney, or exercising his or her rights as provided under the law. 
 

g) Victims of Domestic Violence 
 

Unless the absence would cause an undue hardship to the District, the District will provide 
reasonable accommodations to employees who are victims of domestic violence who must 
be absent from work for a reasonable time in accordance with law. 
 
An employee availing themselves of this leave must provide the District with reasonable 
advance notice, unless providing this notice is not feasible. An employee unable to provide 
reasonable advance notice must, within a reasonable time after the absence, provide a 
certification to the District when requested. 
 
To the extent allowed by law, the District will maintain the confidentiality of any information 
related to an employee's status as a victim of domestic violence. 
 

hg) Military Leave 
 

The District will comply with state and federal laws regarding military leave and re-
employment. 

 
ih) Jury Duty 
 

As provided by law, any employee who is summoned to serve as a juror and who notifies the 
District to that effect prior to his or her term of service will not, on account of absence by 
reason of jury service, be subject to discharge or penalty. The District will ensure that all 
absences for this purpose are granted in accordance with law and the terms of any applicable 
collective bargaining agreement. 
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j) Voting 
 

Employees who are registered voters may take up to three hours of paid leave to vote at any 
general election, special election called by the Governor, primary election, or municipal 
election. This does not include school district elections, library district elections, fire district 
elections, special town elections, or early voting periods. The employee will be allowed time 
off for voting only at the beginning or the end of his or her working shift, as the District may 
designate, unless otherwise mutually agreed. 
 
Employees requiring working time off to vote must notify the District not less than two 
working days before the day of the election. 
 
The District must post a notice informing employees of their right to leave in order to vote 
not less than ten working days before an election and until polls close on election day. This 
notice will be conspicuously posted in a place where it can be seen by employees as they 
come and go to their place of work. 

 
 
 
29 USC § 207(r) 
Uniformed Services Employment and Reemployment Rights Act of 1994 (USERRA), 38 USC §§ 4301-4333 
Civil Service Law §§ 71-73 and 159-b 
Education Law §§ 1709(16), 2509(6), 2573(12), 3005, 3005-a and 3005-b 
General Municipal Law §§ 92, 92-c, and 92-d 
Election Law § 3-110 
Executive Law § 296(22) 
Judiciary Law §§ 519 and 521 
Labor Law §§ 202-a, 202-ci, 202-Ij, 202-jl and 206-c 
Military Law §§ 242 and 243 
Penal Law § 215.14 
 
 
 
 
 
 
 
 
 
 
 
 
Adoption Date:  01/21/2020 
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SUBJECT: DIAGNOSTIC SCREENING OF STUDENTS 

 
The District has developed a plan for the diagnostic screening of all new entrants and 

students with low test scores. 

 
A new entrant means a student entering the New York State public school system, pre-

kindergarten through grade 12, for the first time, or re-entering a New York State public school 

with no available record of a prior screening. 

 
Students with low test scores are students who score below level two on either the third 

grade English language arts or mathematics assessment for New York State elementary schools. 

 
      Such diagnostic screening will be utilized to determine which students: 

 
a) Have or are suspected of having a disability; 

 

b) Are possibly gifted; or For possible enrichment or acceleration. 
 

c) Are possibly limited English 

proficient.  

            Such diagnostic screening shall be conducted: 

a) By persons appropriately trained or qualified; 
 

b) By persons appropriately trained or qualified in the student's native language if the 

language of the home is other than English; 
 

c) In the case of new entrants, prior to the school year, if possible, but no later than December 

1 of the school year of entry or within fifteen (15) days of transfer of a student into a New 

York State public school should the entry take place after December 1 of the school year; 
 

d) In the case of students with low test scores, within thirty (30) days of the availability of 

the test scores. 

 
New Entrants 

For new entrants, diagnostic screening shall include, but not be limited to the following: 

 
a) A health examination by a physician/physician's assistant or nurse practitioner or 

submission of a health certificate in accordance with Education Law Sections 901, 903, 

and 904; 
 

b) Certificates of immunization or referral for immunization in accordance with Section 
2164 of the Public Health Law; 
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c) Vision, hearing  and  scoliosis  screenings  as  required  by Section  136.3  of 

Commissioner's Regulations; 
 

d) A determination of development in oral expression, listening comprehension, written 

expression, basic reading skills and reading fluency and comprehension, mathematical 

calculation and problem solving, motor development, articulation skills, and cognitive 

development using recognized and validated screening tools; and 
 

e) A determination whether the student is of foreign birth or ancestry and comes from a home 

where a language other than English is spoken as determined by the results of a home 

language questionnaire and an informal interview in English and the native language. 

 

Students with Low Test Scores 
For students with low test scores, diagnostic screening shall include, but not be limited to: 

 
a) Vision and hearing screenings to determine whether a vision or hearing impairment is 

impacting the student's ability to learn; and 
 

b) A review of the instructional programs in reading and mathematics to ensure that explicit 

and research validated instruction is being provided in reading and mathematics. 

 
No screening examination for vision, hearing or scoliosis condition is required where a student, 

parent, or person in parental relation objects on the grounds that such examination conflicts with 

their genuine and sincere religious beliefs. 

 
Results and Reports 

The results of the diagnostic screening shall be reviewed and a written report of each 

student screened shall be prepared by appropriately qualified School District staff. The report 

shall include a description of diagnostic screening devices used, the student's performance on 

those devices and, if required, the appropriate referral. 

 
If such screening indicates a possible disability, a referral, with a report of the screening, 

shall be made to the Committee on Special Education (CSE) or the Committee on Preschool 

Special Education (CPSE) no later than fifteen (15) calendar days after completion of such 

diagnostic screening. 

 
If such screening indicates athe possibility for enrichment or accelerated possibly gifted 

child, the name and finding shall may be reported to the Superintendent of Schools and to the 

parents/legal guardians no later than fifteen (15) calendar days after completion of such screening. 

The term gifted child is defined as a child who shows evidence of high 
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performance capability and exceptional potential in areas such as general intellectual ability, 

special academic aptitude and outstanding ability in visual and performing arts. Children 

identified for enrichment or accelerated Such definition shall include those children who require 

educational programs or services beyond those normally provided by the regular school program 

in order to realize their full potential. 

 
If such screening indicates a child identified as possibly being of limited English 

proficiency, such child shall be referred for further evaluation in accordance with Part 154 of the 

Regulations of the Commissioner of Education to determine eligibility for appropriate transitional 

bilingual or free-standing English as a Second New Language (ESNL) programs. 

 
Reporting to Parents 

Parents/guardians of children to be screened shall receive information in advance 

regarding the purpose of screening, the areas to be screened and the referral process. The 

information shall be communicated either orally or in writing in the parents' primary language(s). 

This information will be provided during the registration interview. 

 
Parents/guardians have the right to request information regarding their child's performance 

on screenings. They shall have access to the screening results and obtain copies upon request. 

The results of all mandated screening examinations shall be in writing and shall be provided to the 

child's parent/guardian and to any teacher of the child within the school while the child is enrolled 

in the school. A letter will be sent to the parent/guardian of any child failing a screening. 

 
Confidentiality of Information 

The Board's policy and administrative regulations in accordance with the Family 

Educational Rights and Privacy Act of 1974 (FERPA) shall apply to all information collected 

about a child through the screening program. In accordance with the policy and regulations, 

parents shall be informed of their right to privacy, their right to access to the records and their 

right to challenge those records should they be inaccurate, misleading or otherwise inappropriate. 

 
Family Educational Rights and Privacy Act of 1974, 20 United States Code (USC) Section 1232(g) 

Education Law Sections 901, 903, 904, 905, 914 and 3208(5) 

Public Health Law Section 2164 
8 New York Code of Rules and Regulations (NYCRR) Parts 117, 136, 142.2 and 154 

 
 

Adoption Date:   01/21/2020 

06/06/2017 

03/17/2009 



2020 7550 
1 of 45 

 
Students 
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 The District seeks to create an environment free of harassment, bullying, and discrimination; to 
foster civility in its schools; and to prevent conduct that is inconsistent with its educational mission. The 
District, therefore, prohibits all forms of harassment and bullying of students by employees or other 
students on school property and at school functions.  
 
 The District further prohibits discrimination against students, including, but not limited to, 
discriminatory acts based on a person's actual or perceived race, color, weight, national origin, ethnic 
group, religion, religious practice, disability, sexual orientation, gender, or sex by school employees or 
other students on school property and at school functions that take place at locations off school property. 
In addition, other acts of harassment, bullying, or discrimination that can reasonably be expected to 
materially and substantially disrupt the education process may be subject to discipline or other corrective 
action. 
 
 In addition, other acts of harassment, bullying, and/or discrimination that occur off school property 
may be subject to discipline or other corrective action, where such acts create or would foreseeably 
create a risk of substantial disruption within the school environment, where it is foreseeable that the 
conduct, threats, intimidation, or abuse might reach school property. 
 
Dignity Act Coordinator 
 

In each of its schools, the District will designate at least one employee holding licenses or 
certifications as required by the Commissioner to serve as the Dignity Act Coordinator (DAC) and 
receive reports of harassment, bullying, and/or discrimination. Each DAC will be: thoroughly  

 
a) Approved by the Board; 
 
b) Licensed and/or certified by the Commissioner as a classroom teacher, school counselor, 

school psychologist, school nurse, school social worker, school administrator or supervisor, 
or Superintendent; 

 
c) Instructed in the provisions of the Dignity for All Students Act and its implementing 

regulations; 
 
d) Thoroughly trained to handle human relations in the areas of race, color, weight, national 

origin, ethnic group, religion, religious practice, disability, sexual orientation, gender 
(including gender identity or expression), and sex;. Training will also be provided for DACs  

 
e) Provided with training which addresses: the social patterns of harassment, bullying, and 

discrimination, including, but not limited to, those acts based on a person's actual or 
perceived race, color, weight, national origin, ethnic group, religion, religious practice, 
disability, sexual orientation, gender, and sex;  

 
f) Provided with training in the identification and mitigation of harassment, bullying, and 

discrimination; and  
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g) Provided with training in strategies for effectively addressing problems of exclusion, bias, 

and aggression in educational settings. All DAC appointments will be approved by the 
Board.  

 
The District will widely disseminate the name, designated school, and contact information of each 

DAC to all school personnel, students, and parents or persons in parental relation by: 
 

a) Listing it in the Code of Conduct, with updates posted on the District's website; and 
 

b) Including it in the Code of Conduct's plain language summary provided to all parents or 
persons in parental relation to students before the beginning of each school year; and 

 
c) Providing it to parents or persons in parental relation in at least one District or school mailing 

or other method of distribution each school year, including, but not limited to, electronic 
communication and/or sending information home with each student. If the information 
changes, parents and persons in parental relation will be notified in at least one subsequent 
District or school mailing, or other method of distribution as soon as practicable thereafter; 
and 

 
d) Posting it in highly visible areas of school buildings; and 

 
e) Making it available at the District and school-level administrative offices. 

 
If a DAC vacates his or her position, the District will immediately designate another eligible 

employee as an interim DAC, pending approval of a successor DAC from the Board within 30 days of 
the date the position was vacated. In the event a DAC is unable to perform his or her duties for an 
extended period of time, the District will immediately designate ananother eligible employee as an 
interim DAC, pending the return of the previous individual to the position.  
 
Training and Awareness 
 

Each year, all employees will be provided with training to promote a supportive school 
environment that is free from harassment, bullying, and/or discrimination, and to discourage and 
respond to incidents of harassment, bullying, and/or discrimination. This training may be provided in 
conjunction with existing professional development, and will be conducted consistent with guidelines 
approved by the Board, and will include training to: 
 

a) Raise awareness and sensitivity to potential acts of harassment, bullying, and/or 
discrimination; 

 
b) Address social patterns of harassment, bullying, and discrimination and the effects on 

students; 
 

c) Inform employees on the identification and mitigation of harassment, bullying, and 
discrimination; 
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d) Enable employees to prevent and respond to incidents of harassment, bullying, and/or 
discrimination; 

 
e) Make school employees aware of the effects of harassment, bullying, cyberbullying, and/or 

discrimination on students; 
 

f) Provide strategies for effectively addressing problems of exclusion, bias, and aggression; 
 

g) Include safe and supportive school climate concepts in curriculum and classroom 
management; and 

 
h) Ensure the effective implementation of school policy on conduct and discipline.  

 
 Rules against harassment, bullying, and discrimination will be included in the Code of Conduct, 
publicized District-wide, and disseminated to all staff and parents or persons in parental relation. Any 
amendments to the Code of Conduct will be disseminated as soon as practicable following their 
adoption. The District will provide new employees with a complete copy of the current Code of Conduct 
upon beginning their employment, and distribute an age-appropriate summary to all students at a school 
assembly at the beginning of each school year. 
 
Internal Reports and Investigations of Harassment, Bullying, and/or Discrimination 
 
 The District encourages and expects students who have been subjected to harassment, bullying, or 
discrimination; parents or persons in parental relation whose children have been subjected to this 
behavior; other students who observe or are told of this behavior; and all District staff who become 
aware of this behavior to timely report it to the principal, Superintendent, DAC, or designee.  
 
 The principal, Superintendent, DAC, or designee will lead or supervise a timely and thorough 
investigation of all reports of harassment, bullying, and discrimination. The DAC or other individual 
conducting the investigation, may seek the assistance of the District's Civil Rights Compliance Officer 
in investigating, responding to, and remedying complaints. 
 
 In the event any investigation verifies that harassment, bullying, and/or discrimination occurred, 
the District will take prompt action reasonably calculated to end it, to eliminate any hostile environment, 
to create a more positive school culture and climate, to prevent recurrence of the behavior, and to ensure 
the safety of the student or students against whom the harassment, bullying, or discrimination was 
directed.  
 
 The Superintendent, principal, DAC, or designee will notify the appropriate local law enforcement 
agency when there is a reasonable belief that an incident of harassment, bullying, or discrimination 
constitutes criminal conduct. 
 
 The District will timely collect information related to incidents involving harassment, bullying, 
and discrimination; provide required internal reports; and complete and submit any required report to 
the State Education Department in the manner and within the timeframe specified by the Commissioner. 
 All District employees who witness or receive an oral or written report of harassment, bullying, 
and/or discrimination are required to take action. District employees must make an oral report promptly 
to the Superintendent / or principal, their designee, or the Dignity Act Coordinator (DAC) not later than 
one school day after witnessing or receiving an oral or written report of harassment, bullying, and/or  
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discrimination. No later than two school days after making the oral report, the District employee must 
file a written report with the Superintendent/ or principal, their designee, or the DAC. 
 
 The Superintendent / or principal, their designee, or the DAC will lead or supervise the thorough 
investigation of all reports of harassment, bullying, and/or discrimination and ensure that all 
investigations are promptly completed after the receipt of a written report. In investigating any 
allegation, the investigator may seek the assistance of the District's Civil Rights Compliance Officer in 
investigating, responding to, and remedying complaints of harassment, bullying, and/or discrimination. 
 
 When an investigation verifies a material incident of harassment, bullying, and/or discrimination, 
the Superintendent / or principal, their designee, or the DAC will take prompt action, consistent with 
the District's Code of Conduct, reasonably calculated to end the harassment, bullying, and/or 
discrimination, eliminate any hostile environment, create a more positive school culture and climate, 
prevent recurrence of the behavior, and ensure the safety of the student or students against whom the 
behavior was directed. 
 
 The Superintendent / or principal, their designee, or the DAC will promptly notify the appropriate 
local law enforcement agency when it is believed that any harassment, bullying, and/or discrimination 
constitutes criminal conduct. 
 
Reporting Incidents 
 
Reporting Incidents to the Superintendent 
 At least once during each school year, each building principal will provide a report on data and 
trends related to harassment, bullying, and/or discrimination to the Superintendent in a manner 
prescribed by the District. This report will be used to submit the annual School Safety and the 
Educational Climate (SSEC) Summary Data Collection form to the State Education Department (SED). 
 
Reporting of Material Incidents to the Commissioner of Education 
 Each school year, the District will submit to the Commissioner a report of material incidents of 
harassment, bullying, and/or discrimination that occurred during the school year in accordance with law 
and regulation. This report will be submitted in a manner prescribed by the Commissioner, on or before 
the basic educational data system (BEDS) reporting deadline or other date determined by the 
Commissioner. 
 
Prohibition of Retaliatory Behavior (Whistle-Blower Protection) 
 
 Any person who has reasonable cause to suspect that a student has been subjected to harassment, 
bullying, and/or discrimination by an employee or student on school grounds or at a school function, 
and who acts reasonably and in good faith in reporting it to school officials, the Commissioner of 
Education, or law enforcement authorities, or who otherwise initiates, testifies, participates, or assists in 
any formal or informal proceedings, will have immunity from any civil liability that may arise from 
making that report, or from initiating, testifying, participating, or assisting in those proceedings. The 
District also prohibits any retaliatory behavior directed against any complainant, victim, witness, or any 
other individual who participated in the reporting or investigation of an incident of alleged harassment, 
bullying, or discrimination. 
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Publication of District Policy 

At least once during each school year, all school employees, students, and parents or persons in 
parental relation will be provided with a written or electronic copy of this policy, or a plain-language 
summary of it. The policy or summary will include information relating to how students, parents or 
persons in parental relation, and school employees may report harassment, bullying, and/or 
discrimination. Additionally, the District will strive to maintain a current version of this policy on its 
website at all times. 

Application 

Nothing in this policy or its implementing regulations should be interpreted to preclude or limit 
any right or cause of action provided under any local, state, or federal ordinance, law or regulation 
including, but not limited to, any remedies or rights available under the Individuals with Disabilities 
Education Act, Title VII of the Civil Rights Law of 1964, Section 504 of the Rehabilitation Act of 1973, 
or the Americans with Disabilities Act of 1990. 

Education Law §§ 10-18, 801-a, 2801 and 32142801 
8 NYCRR § 100.2 

NOTE: Refer also to Policies  #1330 -- Appointments and Designations by the Board 
#3410 -- Code of Conduct 
#3420 -- Non-Discrimination and Anti-Harassment in the District 
#5670 -- Records Management 
#6411 -- Use of Email in the District 
#7551 -- Sexual Harassment of Students 
#7552 -- Student Gender Identity 
#7553 -- Hazing of Students 
#8242 -- Civility, Citizenship, and Character Education/Interpersonal 

Violence Prevention Education 

Adoption Date:  01/21/2020
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The Board will provide staff with access to various computerized information resources through 

the District's computer system (DCS hereafter) consisting of software, hardware, computer networks, 
wireless  networks/access  and  electronic  communication  systems.  This  may  include  access  to 
electronic mail, so-called "on-line services" and the "Internet." It may also include the opportunity for 
staff to have independent access to the DCS from their home or other remote locations, and/or to 
access the DCS from their personal devices. All use of the DCS and the wireless network, including 
independent use off school premises and use on personal devices, shall be subject to this policy. 

 
The Board encourages staff to make use of the DCS to explore educational topics, conduct research  

and  contact  others  in  the  educational  world.  Staff  members  are  encouraged  to  utilize electronic 
communications in their roles as employees of the District, and are encouraged to utilize electronic 
means to exchange communications with parents/guardians or homebound students, subject to 
appropriate consideration for student privacy. Such usage shall be limited to school related issues or 
activities. Communications over the DCS are often public in nature; therefore, general rules and 
standards for professional behavior and communications will apply. 

 
The Board anticipates that staff access to various computerized information resources will both 

expedite and enhance the performance of tasks associated with their positions and assignments. To 
that end, the Board directs the Superintendent or his/her designee(s) to provide staff with training and/or 
notification in the proper and effective use of the DCS. 

 
Staff use of the DCS is conditioned upon receipt of a signed acknowledgement by the staff member 

that he or she has reviewed and understands this policy and agrees to comply therewith, along with any 
other policy or regulation adopted to ensure acceptable use of the DCS.  All such agreements shall be 
kept on file in the District Office. 

 
Generally, the same standards of acceptable staff conduct which apply to any aspect of job 

performance shall apply to use of the DCS. Employees are expected to communicate in a professional 
manner consistent with applicable District policies and regulations governing the behavior of school 
staff. Electronic mail and telecommunications are not to be utilized to share confidential information 
about  students  or  other  employees.    The  Board  of  Education  requires  that  all  School  District 
employees maintain a professional, ethical relationship with District students that is conducive to an 
effective, safe learning environment; and that staff members act as role models for students at all 
times, whether on or off school property and both during and outside of school hours. 

 
Access to confidential data is a privilege afforded to District employees in the performance of their 

duties. Safeguarding this data is a District responsibility that the Board of Education takes very seriously. 
Consequently, District employment does not automatically guarantee the initial or ongoing ability to use 
mobile/personal devices to access the DCS and the information it may contain. 

 
This policy does not attempt to articulate all required and/or acceptable uses of the DCS; nor is it 

the intention of this policy to define all inappropriate usage. 
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District staff shall also adhere to the laws, policies and rules governing computers including, but 
not limited to, copyright laws, rights of software publishers, license agreements, and rights of privacy 
protected by federal and state law. 

 
Staff members who engage in unacceptable use may lose access to the DCS and may be subject 

to further discipline under the law and in accordance with applicable collective bargaining agreements. 
Legal  action  may  be  initiated  against  a  staff  member  who  willfully,  maliciously  or  unlawfully 
damages or destroys property of the District. 

 

Social Media Use by Employees 
 

The District recognizes the value of teacher and professional staff inquiry, investigation and 
communication using new technology tools to enhance student learning experiences. The School District 
also realizes its obligations to teach and ensure responsible and safe use of these new technologies. Social 
media, including social networking sites, have great potential to connect people around the globe and 
enhance communication. Therefore, the Board of Education encourages the use of District approved 
social media tools and the exploration of new and emerging technologies to supplement the range of 
communication and educational services. 

 
For purposes of this Policy, the definition of public social media networks or Social 

Networking Sites (SNS) are defined to include: websites, Web logs (blogs), wikis, social networks, 
online forums, virtual worlds, video sites and any other social media generally available to the School 
District community which do not fall within the District's electronic technology network (e.g., 
Facebook, MySpace, Twitter, LinkedIn, Flickr, Vine, Instagram, SnapChat, blog sites, etc.). The 
definition of District approved password-protected social media tools are those that fall within the 
District's electronic technology network or which the District has approved for educational use. Within 
these internal forums, the District has greater authority and ability to protect minors from 
inappropriate content and can limit public access. 

 

The use of social media (whether public or internal) can generally be defined as Official District 
Use, Professional/Instructional Use and Personal Use. Please note that personal use of these media during 
District time or on District-owned equipment is prohibited. In addition, employees are encouraged to 
maintain the highest levels of professionalism when communicating, whether using District devices or 
their own personal devices, in their professional capacity as educators. They have a responsibility to 
address inappropriate behavior or activity on these networks, including requirements for mandated 
reporting and compliance with all applicable District policies and regulations. 

 

Confidentiality, Private Information and Privacy Rights 
 

Confidential and/or private data, including but not limited to, protected student records, 
employee personal identifying information, and District assessment data, shall only be loaded, stored 
or transferred to District-owned devices which have encryption and/or password protection. This 
restriction, designed to ensure data security, encompasses all computers and devices within the DCS, 
any mobile devices, including flash or key drives, and any devices that access the DCS from remote 
locations. Staff will not use email to transmit confidential files in order to work at home or another 
location. Staff will not use cloud-based storage services (such as Dropbox, GoogleDrive, SkyDrive, 
etc.) for confidential files. 
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Staff will not leave any devices unattended with confidential information visible. All devices are 
required to be locked down while the staff member steps away from the device, and settings enabled to 
freeze and lock after a set period of inactivity. 

 
Staff data files and electronic storage areas shall remain District property, subject to District 

control and inspection. The Technology Coordinator may access all such files and communications 
without prior notice to ensure system integrity and that users are complying with requirements of this 
policy and accompanying regulations. Staff should NOT expect that information stored on the DCS 
will be private. 

 

Implementation 
 

Administrative regulations will be developed to implement the terms of this policy, addressing 
general parameters of acceptable staff conduct as well as prohibited activities so as to provide 
appropriate guidelines for employee use of the DCS. 

 

 
 
 
 

NOTE:  Refer also to Policies  #5672 - Information Security Breach and Notification 
#6180 - Staff-Student Relations, Fraternization 
#6411 - Use of Email in the School District 
#7243 - Student Data Breaches 
#7315 - Student Use of Computerized Information Resources 
(Acceptable Use) 
#7316 - Student Use of Personal Technology 
#8271 - Internet Safety/Internet Content Filtering Policy 

 
 
 
 
Adoption Date:  01/21/2020 
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Electronic mail or email is a valuable business communication tool, and users shall use this tool 

in a responsible, effective and lawful manner. Every employee/authorized user has a responsibility to 

maintain the District's image and reputation, to be knowledgeable about the inherent risks associated 

with email usage and to avoid placing the School District at risk. Although email seems to be less 

formal than other written communication, the same laws and business records requirements apply. 

School District employees/authorized users shall use the District's designated email system, such as 

Lotus Notes or Microsoft Exchange, for all business email, including emails in which students or 

student issues are involved. 

 
Employee Acknowledgement 

 

All employees and authorized users shall acknowledge annually and follow the District's policies 

and regulations on acceptable use of computerized information resources, including email usage. 

 
Classified and Confidential 

 

District employees and authorized users may not: 
 

a) Provide lists or information about District employees or students to others and/or classified 

information without approval. Questions regarding usage and requests for such lists or 

information should be directed to a Principal/supervisor. 
 

b) Forward emails with confidential, sensitive, or secure information without 

Principal/supervisor authorization. Additional precautions, such as encryption, should be 

taken when sending documents of a confidential nature. 
 

c) Use file names that may disclose confidential information. Confidential files should be 

password protected and encrypted. File protection passwords shall not be communicated 

via email correspondence. 
 

d) Use email to transmit any individual's personal, private and sensitive information (PPSI). 

PPSI includes social security number, driver's license number or non-driver ID number, 

account number, credit/debit card number and security code, or any access code/password 

that permits access to financial accounts or protected student records. 
 

e) Send or forward email with comments or statements about the District that may negatively 

impact it. 
 

f) Send or forward email that contains confidential information subject to Health Insurance 

Portability and Accountability Act (HIPAA), Family Educational Rights and Privacy Act 

(FERPA), and other applicable laws. 
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Personal Use 
 

Employees and authorized users may use the District's email system for limited personal use. 

However, there is no expectation of privacy in email use. Personal use should not include chain letters, 

junk mail, and jokes. Employees and authorized users shall not use the District's email programs to 

conduct job searches, post personal information to bulletin boards, blogs, chat groups and list services, 

etc. without specific permission from the Principal/supervisor. The District's email system shall not be 

used for personal gain or profit. 

 
Email Accounts 

 

All email accounts on the District's system are the property of the School District. Employees 

and authorized users shall not access any other email account or system (Yahoo, Hotmail, AOL, etc.) 

via the District's network. Personal accounts and instant messaging shall not be used to conduct 

official business. 

 
Receiving Unacceptable Mail 

 

Employees and authorized users who receive offensive, unpleasant, harassing or intimidating 

messages via email or instant messaging shall inform their Principal/supervisor immediately. 

 
Records Management and Retention 

 

Retention of email messages are covered by the same retention schedules as records in other 

formats, but are of a similar program function or activity. Email shall be maintained in accordance 

with the NYS Records Retention and Disposition Schedule ED-1 and as outlined in the Records 

Management Policy. Email records may consequently be deleted, purged or destroyed after they have 

been retained for the requisite time period established in the ED-1 schedule. 

 
Archival of Email 

 

All email sent and received to an employee's email account should be archived by the District for 

a period of no less than six (6) years. This time period was determined based on the possibility of 

emails that are the official copy of a record according to schedule ED-1. Depending on the District's 

archival system, employees may have access to view their personal archive, including deleted email. 

 
Training 

 

Employees/authorized users should receive regular training on the following topics: 

 
a) The appropriate use of email with students, parents and other staff to avoid issues of 

harassment and/or charges of fraternization. 
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b) Confidentiality of emails. 

 
c) Permanence of email: email is never truly deleted, as the data can reside in many different 

places and in many different forms. 

 
d) No expectation of privacy: email use on District property is NOT to be construed as 

private. 

 
Sanctions 

 
The Computer Coordinator may report inappropriate use of email by an employee/authorized 

user to the employee/authorized user's Principal/supervisor who will take appropriate disciplinary 

action. Violations may result in a loss of email use, access to the technology network and/or other 

disciplinary action. When applicable, law enforcement agencies may be involved. 

 
Notification 

 
All employees/authorized users will be required to access a copy of the District's policies on staff 

and student use of computerized information resources and the regulations established in connection 

with those policies. Each user will acknowledge this employee/designated user agreement before 

establishing an account or continuing in his/her use of email. 

 
Confidentiality Notice 

 
A standard Confidentiality Notice will automatically be added to each email as determined by 

the District. 
 

 
 

NOTE: Refer also to Policies  #3320 - Confidentiality of Computerized Information 

#3420 - Non-Discrimination and Anti-Harassment in the School 

      District 

#5670 - Records Management 

                                                                #6410 - Staff Use of Computerized Information Resources 

                                                                #8271 - Internet Safety/Internet Content Filtering Policy 
 

 Adoption Date: 01/21/2020 
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Personnel Records 

Administrative regulations will be developed to implement the terms of this policy to maintain a 
personnel file for each teacher, administrator and support staff member employed by the District. 

 
Regulations and procedures will be developed addressing the inspection by District employees of 

their personnel files. 
 

Release of Personnel Information 
 

All steps should be taken to protect the privacy of the employees of the Board. To ensure the 
individual's privacy, directory or confidential information should not be shared with a third party 
except in the following situations: 

 
a)  When members of the Board need information from the employee's personnel record to aid 

them in performing their legal responsibilities in such matters as appointments, assignments, 
promotions, demotions, remuneration, discipline, dismissal or to aid in the development and 
implementation of personnel policies. 

 

b)   When the employee grants permission. 
 

Procedures for obtaining consent for release of records to third parties shall be developed by the 
administration. 

 

Release of Information Concerning Former Employees 
 

The District shall not release information concerning the employment records, personnel file or 
past performance of a former employee, unless such information is required to be disclosed by law. 
Only the initial and final dates of employment and the position held shall be provided through a 
written response to a written request. The former employee may authorize the release of any additional 
information. 

 

 
8 New York Code of Rules and Regulations 

(NYCRR) Section 84 

Public Officers Law Section 87 
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SUBJECT: EMPLOYEE ACTIVITIES 

Political Activities 

The Board recognizes the right of its employees, as citizens, to engage in political activities and 
to exercise their constitutionally-protected rights to address matters of public concern. 

 
However, a District employee's constitutional rights to raise matters of public concern are limited 

when the speech or action occurs on school grounds and/or during school times. When such speech or 
action occurs on school grounds and/or during school time, the Board can impose reasonable restrictions 
on the time, place and manner of the speech or action, and can further regulate the content of such speech 
when it materially imperils the efficient operation of the school. 

 
Teachers may not use their classrooms or school surroundings as a means to promote their personal 

political views and beliefs. However, teachers are encouraged to address issues of current events for 
their instructional and informational value to students, to invite public and/or political figures to 
visit the classroom as a community resource, and to motivate students to participate in the political 
process. 

 

Solicitations by Staff 
 

Staff members shall not be engaged in advertising or commercial solicitations on school time, 
except as authorized by the Superintendent /and/or designee. 

 

NOTE: Refer also to Policy #5560 -- Use of Federal Funds for Political Expenditures 
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SUBJECT: WHISTLEBLOWER POLICY 
 

The Board expects officers and employees of the district to fulfill the public’s trust and to 

conduct themselves in an honorable manner, abiding by all district policies and regulations and by all 

applicable state and federal laws and regulations. 
 

However, when District officers or employees know or have reasonable cause to believe that 

serious instances of wrongful conduct (e.g., mismanagement of district resources, unethical behavior, 

violations of law or regulation, and/or abuse of authority) have occurred, they should report such 

wrongful conduct to the Board or one of its designated officers. 

 
Education Law §3028-d protects District employees from retaliatory action for making a 

report, in good faith, to a District official, the State Comptroller’s office, the Commissioner of 

Education or to law enforcement authorities whenever the employee has reasonable cause to suspect 

that a fiscal practice or action of a District employee or officer violates any local, state, federal law or 

rule and regulation relating to the financial practices of the District. District employees are also 

entitled to immunity from any civil liability that may arise from the making of such report. 
 

Civil Service Law §75-b prohibits the dismissal or discipline of, or other adverse personnel 

action against, a District employee because the employee has disclosed information to a governmental 

body regarding (i) a violation of a law, rule, or regulation which creates a substantial and specific 

danger to the public health or safety, or (ii) which the employee reasonably believes to be true and 

reasonably believes constitutes an improper governmental action, provided, the employee has first 

made a good faith effort to report the information to the District and allowed the District a reasonable 

period of time to take appropriate action. 
 

Reporting Responsibility 
Board Policy #6110, entitled Code of Ethics for all Board Members and District Personnel (the 

Code"), requires Board members and all employees of the District to observe the rules of conduct set 

forth in the Code in addition to prohibitions contained in any general or special law relating to ethical 

conduct of Board members and District employees. In addition to reporting violations pursuant to the 

above cited statutes, it is the responsibility of all employees and members of the Board to comply with 

the Code and to report violations or suspected violations in accordance with this Policy. 
 

No Retaliation 
A District employee shall not suffer harassment, retaliation or adverse employment 

consequences for making such a report in good faith. Any District officer or employee who retaliates 

against someone who has reported a violation in good faith is subject to appropriate discipline up to 

and including termination of employment. This Policy is intended to encourage and enable employees 

and others to raise serious concerns within the District prior to seeking resolution outside the District. 
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SUBJECT: WHISTLEBLOWER POLICY  
 

Reporting Violations 
The District shall have an open door policy for employees to share their questions, concerns, 

suggestions or complaints with a District officer or employee who can address them properly. In most 

cases, an employee’s supervisor will be in the best position to address an area of concern. However, if 

an employee is not comfortable speaking with his or her supervisor or is not satisfied with the 

supervisor’s response, the employee is encouraged to speak with the District’s Assistant 

Superintendent for Administrative Services or any administrator who the employee is comfortable in 

approaching. 
 

An administrator who receives a report of a suspected violation pursuant to this policy shall 

forward such report to the Superintendent without delay. In the event the report relates to actions of 

the Superintendent, the receiving administrator shall refer the same to the President of the Board of 

Education for further action. 
 

The Superintendent (or the Board President, as the case may be) shall take immediate steps to 

conduct an investigation and implement appropriate corrective action if warranted. The Superintendent 

(or the Board President, as the case may be) shall also acknowledge the report in writing, maintain a 

written record of the report, insure that appropriate governmental agencies or law enforcement 

authorities are notified, and keep the Board informed of significant developments as and when 

appropriate. 
 

Accounting and Auditing Matters 
The District’s Audit Committee shall address all reported concerns or complaints regarding the 

District’s accounting practices, internal controls or auditing. The Superintendent of Schools shall 

notify the Audit Committee of any such complaint and shall work with the committee until the matter 

is resolved. 
 

Confidentiality 
The Superintendent shall make all reasonable attempts to keep the report and the identity of the 

employee making such report confidential, provided that doing so does not interfere with the conduct 

of the investigation, the rights of the person who is the subject of the report, or the implementation of 

corrective action. 
 

Acting in Good Faith 
Anyone who files a complaint alleging a violation or suspected violation of the Code or any statute, 

rule, regulation or District policy must be acting in good faith and have reasonable grounds for believing 

that the information disclosed is a violation of the Code, statute, rule, regulation or District policy. The 

making of allegations that are not ultimately substantiated and which prove to have been made maliciously 

or with the knowledge that they were false will be viewed as a serious disciplinary offense. 
 

Distribution of the Policy 
This policy shall be published in employee handbooks, posted on the District website and given to 

all employees with fiscal accounting and/or money handling responsibilities on an annual basis. 

 

Education Law §3028-d Civil Service Law §75-b 
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SUBJECT: NEGOTIATIONS 
 

Legal Status 
 

The legal status for negotiations is the Public Employees' Fair Employment Law (Taylor Law), 
Article 14 of the Civil Service Law. 

 

Organizations recognized for the purposes of collective bargaining include: 
 

a) Lewiston-Porter United Teachers' Association; 
 

b) Lewiston-Porter School Unit Local 1000 of Civil Service Employees' Association; 
 

c) Lewiston-Porter Organization of Educational Administrators; 
 

d) Lewiston-Porter United Educational Employees. 

e) Lewiston-Porter Administrative Professionals. 
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SUBJECT: THEFT OF SERVICES OR PROPERTY 
 

The theft of services or property from the District by an employee will result in 

immediate disciplinary action which can lead to dismissal or other penalty, and shall not 

preclude the filing of criminal or civil charges by the District. 
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